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# Purpose, scope and users

The purpose of this document is to define how [organization name] will ensure that all conditions for the resumption of business activities in the case of disaster or other disruptive incident are met. It forms the basis for preparing the Business Continuity Plan and recovery plans.

This document is applied to the entire BCMS scope as defined in the Business Continuity Management Policy.

Users of this document are members of top management and persons implementing the business continuity management project.

# Reference documents

* ISO 22301 standard, clauses 8.3 and 8.4.2
* BS 25999-2 standard, clauses 4.1.1 and 4.2
* Business Continuity Management Policy
* Business Impact Analysis questionnaires
* [Risk assessment document]
* [Risk treatment document]
* Business Continuity Plan containing the Incident Response Plan and recovery plans.

# Strategy input

This Strategy is written based on Business Impact Analysis results and results of risk assessment and risk treatment.

## Business Impact Analysis

The Business Impact Analysis established that [specify how many] activities support key products and services - please see Appendix 1 for a list of such activities.

The maximum tolerable period of disruption (maximum acceptable outage) for each activity has been determined in the Business Impact Analysis Questionnaire - please see Appendix 2 .

Appendix 3 determines recovery time objectives for each activity, taking into account dependencies on other activities.

## Risk management

Assessment of risks which could affect business continuity is described in [name of document]. The highest risks which could lead to a disruptive incident, i.e., business disruption identified during risk assessment are the following:



For all mentioned risks / incidents it is necessary:

...
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